
Public background session on 
the Application Papers on 
artificial intelligence and 
operational resilience

13:00 – 14:30 (CEST), 17 July 2025, Virtual



1. Introduction 

2. Application Paper on the supervision of artificial intelligence 
and Q&A

3. Draft Application Paper on operational resilience objectives 
and toolkit and Q&A

Purpose

Purpose of this public background session
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Application Paper on the 
supervision of artificial 
intelligence 



Artificial Intelligence SupTech FinTech monitoring

Forum workstreams

No changes needed to the 
Insurance Core Principles. 
Focused on developing 
supporting material.

Sharing emerging practices on 
SupTech with a focus on 
understanding effective 
digitalisation strategies

Horizon-scanning to monitor 
and understand emerging 
FinTech trends 

• Tracking member work on 
FinTech developments

• Understanding what structural 
impact these changes could 
have on the global insurance 
sector

• Conducting crypto-assets 
survey to grasp its landscape in 
the insurance sector

• Forum survey and wider 
membership survey planned

• Develop Member-only material 
to effectively share practical 
SupTech use cases

• Application Paper

• Develop Member-only material 
to support AI supervision

 
• Analysing data as part of the 

Global Monitoring Exercise 
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ICPs and Application Papers

• The Insurance Core Principles (ICPs) form the globally accepted framework for 
insurance supervision. The ICPs seeks to encourage the maintenance of 
consistently high supervisory standards in IAIS member jurisdictions. 

• Application Papers provide supporting material related to supervisory material. 
Supporting material aids IAIS members to put the ICPs into practice.

• Application Papers do not include new requirements, but provide further advice, 
illustrations, recommendations or examples of good practice to supervisors on how 
supervisory material may be implemented.

• Supervisory implementation / application of materials in all Application Papers are 
subject to the proportionality principle. 
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Risk-based supervision and proportionality

Structure of the Application Paper

Transparency and 
explainability

Fairness, ethics and 
redress

• Data management in the 
context of fairness

• Inferred causal 
relationships in an AI 
system

• Monitoring outcomes of 
AI systems

• Adequate redress 
mechanisms for claims 
and complaints

• Societal impacts of 
granular pricing

• Explaining AI system 
outcomes

• Explanations adapted 
to the recipient 
stakeholders

Robustness, safety and 
security

• AI system robustness 

• AI system safety and 
security

Governance and 
accountability 

• Risk management 
system

• Corporate culture

• Human oversight and 
allocation of 
management 
responsibilities

• Use of third-party AI 
systems and data

• Traceability and record 
keeping
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Tone  Definition of AI systems Proportionate and risk-
based approach

Consultation comments

Issue raised: The paper focuses 
excessively on the risks of AI 
systems and creates overly 
burdensome requirements. 

Issue raised: The paper is 
burdensome and introduces new 
requirements, raising compliance 
costs.

Response: The paper:
• Now also highlights AI opportunities, 

including a dedicated box in the 
introduction. 

• Acknowledges both opportunities 
and challenges for financial inclusion 
enabled by granular risk-based 
pricing practices.

• Further emphasises risk-based and 
proportionality considerations. 

Response: Retained the definition but 
made edits to:

• Highlight the focus on AI systems 
with autonomous and adaptability 
features, excluding traditional 
mathematical models.

• Emphasise a proportionate and risk-
based approach, scoping out low-risk 
activities.

Response: Clarified that:
• The paper does not introduce new 

requirements. 
• Focus is on integrating guidance into 

existing risk and governance 
frameworks. 

• Emphasises a risk-based approach to 
supervision with a new section 2.

Issue raised: The OECD 
definition of AI systems is too 
broad. Suggested a narrower, 
insurance-specific definition.
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Third-party oversight Societal impacts of granular 
risk pricing

Additional changes

Consultation comments

Issue raised: Insurers are 
expected to have control or 
oversight over third parties.

Issue raised: More granular risk 
pricing enabled by AI may 
negatively impact protection gaps

Issue raised: Requests for 
additional information to be added 
to the paper.

Response: 
• Made a limited number of additions.
• Not all requested details were 

included, given the importance of 
maintaining a concise and accessible 
document and the need to stay within 
the typical level of detail expected in 
an Application Paper.

Response: The paper 
• Highlights potential negative impacts 

on financial inclusion for high-risk 
customers, especially vulnerable 
consumers.

• Acknowledges that some customer 
groups may benefit from greater 
access to affordable insurance due 
to granular risk assessments enabled 
by AI systems.

Response:
• Clarified that insurers must assess 

whether acquiring or using third-party 
AI systems constitutes the outsourcing 
of critical services and require that 
such arrangements meet the oversight 
expectations outlined in ICP 8.8.

• Consistent with existing requirements, 
insurers should obtain adequate 
information and reassurances from 
third-party providers, respecting 
intellectual property rights eg by 
including relevant clauses in contracts 
with third parties.
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Questions?



Draft Application Paper 
on operational resilience 
objectives and toolkit 



Operational resilience

“An operationally resilient insurer is one that can encounter, withstand, 
mitigate, recover and learn from the impact of a broad range of events that 
have the potential to significantly disrupt the normal course of business by 
affecting critical services. The concept and all definitions of operational 
resilience take as a premise the assumption that operational disruptions will 
occur and thus that insurers should consider their tolerance for such 
disruptions and take this tolerance into account when devising their approach 
to operational resilience.”
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Evolving operational resilience work

12 | Public



Consultation: objectives and toolkit

• Consulted on objectives in August 2024.
• Updated objectives based on consultation feedback:

• Member survey of practices conducted 
• Practices developed into toolkit

• Current consultation runs until 29 September
• Final Application Paper subject to post-consultation 

edits to be published in Q1 2026
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Application Paper structure: objectives and toolkit
Two components work in tandem: 
• Objectives: provide the basis for 

a high-level framework for 
meeting the ICPs; 

• Toolkit: provides supervisors 
with practical implementation 
approaches that will naturally 
evolve as risk management 
practices mature (in general and 
for a given insurer) and new 
risks emerge. 

The selection of practices and tools 
included in the toolkit can be 
implemented according to the specific 
context and needs of each supervisor 
and market.  

Objectives 
Outcomes-based 
articulation of the 

application of ICPs in 
light of operational 

resilience developments

Toolkit
Selection of practices 
that could be used to 

achieve (or work 
towards achieving) the 

objectives
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Application Paper

Examples

Practices

Objectives
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Toolkit example: change management
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Toolkit

Survey results points towards:

Objective 1: Convergence in supervisory practices adopted for governance and 
management of operational resilience. Operational resilience has been embedded into 
existing governance and risk management frameworks for some time. 

Objective 2: Wide variety of practices adopted by supervisors for the key elements of 
operational resilience regimes. 
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Objective 1

Objective 1: Relationship amongst operational resilience, governance and 
operational risk management

1.1: The insurer oversees, implements and maintains an effective approach to operational resilience 
that is supported by its governance framework (ICP 7).

1.2: The insurer’s approach to operational resilience leverages and is integrated with, its operational risk 
management framework in a consistent, comprehensive and robust manner (ICP 8).
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Objective 2

Objective 2: Key elements of a sound approach to operational resilience 

2.1 The insurer identifies and maintains an up-to-date inventory of its critical services and 
interdependencies (ICP 8). 

2.2: The insurer sets impact tolerances for disruption to its critical services (ICPs 8 and 16).

2.3: The insurer self-assesses and tests its ability to withstand and recover from severe but plausible 
scenarios of operational disruption and ensures that action is taken to improve operational resilience on 
the basis of lessons learnt (ICPs 8 and 16). 

2.4: The insurer effectively manages operational incidents, including but not limited to cyber incidents, 
affecting critical services (ICP 8). 
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Objective 2

Objective 2: Key elements of a sound approach to operational resilience 

2.5: The insurer manages and mitigates the impact of technology risk to critical services by implementing 
an effective approach to operational resilience that addresses the phases of protection, detection, 
response and recovery (ICP 8).

2.6: The insurer plans, tests and implements changes in a controlled manner (ICP 8). 

2.7: The insurer develops, implements, tests and updates its BCP and DRP to ensure that it can respond, 
recover, resume and restore to a pre-defined level of operation following a disruption in a timely manner 
(ICP 8).

2.8: The insurer effectively manages relationships with third-party service providers, including intra-
group and nth-party relationships (ICPs 7 and 8). 
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Objective 3

Objective 3: Objectives for insurance supervisors

3.1: In evaluating the insurer’s operational resilience, supervisors coordinate within the supervisory 
authority to capture all potential areas of vulnerability (ICPs 2 and 24).

3.2: Supervisors share information and cooperate with other supervisors with a view to minimising 
risks (ICPs 3 and 25).

3.3: Supervisors cooperate and communicate transparently with stakeholders (ICPs 2, 9 and 10). 

3.4: Supervisors support a culture of continuous learning and improvement with respect to 
operational resilience within the supervisory authority (ICP 2).
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Consultation opens

1 July ‘25

Consultation closes

29 September ‘25

Final Application Paper published 
taking on board consultation 
feedback

Q1 ‘26

Timeline
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Questions?
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